
PHISHING CAN HAPPEN 
TO ANYONE.
RECOGNIZE A PHISHING ATTACK BEFORE YOU TAKE THE BAIT:

THERE ARE COMMON CLUES THAT CAN HELP YOU IDENTIFY A PHISHING ATTACK 

AS SOON AS IT HITS YOUR INBOX. BE ON THE LOOKOUT FOR THESE SIGNS:

WITH MAIL CONTAINING LINKS 

AND ATTACHMENTS

BE CAUTIOUS

CHECK THE ‘FROM’ ADDRESS

SHOULD MATCH THE SENDER NAME

THINK BEFORE YOU CLICK

CHECK FOR

 POOR GRAMMAR, TYPOS

THAT ARE “TOO GOOD TO BE TRUE”

DON’T BE TEMPTED BY OFFERS 

OF REQUESTS FOR PERSONAL 

OR COMPANY INFORMATION

BE SUSPICIOUS

CALL THE SENDER TO VERIFY

IF YOU RECEIVE AN

ODD OR UNUSUAL REQUEST

BEFORE YOU CLICK

HOVER OVER THE LINK

BEWARE OF SENSE OF URGENCY

Cyber Security is everyone’s responsibility!!
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